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Happy Holidays! 

 

2023 has been a year of growth, challenges, and remarkable 

achievements, and we want to take a moment to express our 

sincere gratitude for your unwavering support and 

partnership throughout this journey. Your trust in our 

company has been a cornerstone of our success and we are 

immensely grateful for the role you've played in our journey. 

Your loyalty has not only inspired us but has also driven us to 

continually raise the bar. We are committed to making your 

experience even more satisfying and rewarding in the 

coming year. As we look forward into the New Year, we want 

to wish you the very best in accomplishing your goals, 

pursuing your plans, and fulfilling your resolutions. May 2024 

bring you new opportunities, happiness, and prosperity. 

  

Happy holidays to you and your loved ones. 

 

 

Navigating the Complexity of EBSA Investigations 

 

Members of the House of Representatives recently raised 

concerns regarding the Department of Labor’s EBSA 

investigations into plan sponsors, citing them as lengthy 

and burdensome, and called for reform. In a Sept. 19 

letter to Acting Labor Secretary Julie Su, Rep. Virginia 

Foxx, chair of the House Committee on Education and the 

Workforce and Rep. Bob Good, chair of the Health, 

Employment, Labor and Pensions Subcommittee, stated: 

“EBSA is failing to conduct its enforcement in a timely 

manner, creating unacceptable burdens for retirement 

plan sponsors and negatively impacting retirement savers, 

retirees, and their families.” 

 

The lawmakers called into question the DOL’s rigorous inquiries, stating that they are often marked by seemingly limitless 

document requests and extensive interviews that frequently lead to escalated compliance costs — which ultimately have a negative 

impact on participants. So what can plan sponsors do to avoid drawing DOL scrutiny — and help promote a more favorable and 

speedy outcome should they find themselves the target of a probe? 

 

THE RETIREMENT TIMES 
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Proactive compliance. Regularly update and ensure plan operations are in compliance with current regulations and best practices 

to remediate areas that might be flagged during an investigation. Review pertinent materials such as summary plan descriptions as 

well as loan and hardship distribution provision policies. Conduct regular audits to identify compliance issues or potential areas for 

improvement in the plan's operations such as plan documents, investments, fees, and other areas of fiduciary responsibility.  

 

Detailed documentation. Maintain thorough and meticulous records of all plan activities, decisions and rationale. Ensuring that 

information can be easily retrieved and presented when document requests in areas such as plan administration, governance and 

fiduciary obligations are made.  

 

Continuous training. Ensure that relevant parties are well-trained and updated on the latest in regulations, investigative processes 

and industry best practices to effectively navigate a review. Consider consulting with legal or compliance experts in EBSA 

investigations to help guide and prepare the plan. 

 

Risk management. Implement robust risk mitigation practices to identify, assess and manage risks that may be scrutinized during 

an investigation. Respond to any participant complaints in a timely and appropriate manner. 

 

Cooperation with investigators. Should your plan be subject to a DOL investigation, establish clear lines of communication, 

respond to document requests promptly and timely redress any errors or issues that are flagged.   

 

Feedback and improvement. After the conclusion of an investigation, gather feedback and insights to improve and strengthen the 

plan’s operations against future EBSA enforcement inquiries. 

 

The call for reform underscores the challenges faced by plan sponsors facing DOL scrutiny and highlights the importance of 

preparedness and proactive measures. Unless and until investigative policies undergo significant changes, plan sponsors must 

remain vigilant, agile and resilient.   

 

Sources: 

https://edworkforce.house.gov/uploadedfiles/09.19.23_letter_to_dol_re_ebsa_investigations.pdf 

https://www.pionline.com/washington/house-republicans-press-dol-plan-sponsor-investigation-practices 

 

 

Boosting Lower Wage Earners’ Retirement Readiness 

 

A recent Vanguard report sheds light on the pressing challenges 

faced by retirees across different income brackets. The findings 

reveal that lower income workers allocate a significantly larger 

portion of their pre-retirement income to meet their daily needs, 

leaving them with a substantial shortfall in retirement readiness 

— even when factoring in Social Security benefits. The data 

highlights the disparities among income groups, with those 

earning $22,000 annually (25th percentile) spending a 

staggering 96% of their pre-retirement income, in stark contrast 

to those earning $173,000 (95th percentile) who spend only 

43%. This income spend-down disparity underscores the urgent 

need for lower and middle-income retirees to supplement their 

retirement income beyond Social Security. 

 

Plan sponsors can take proactive steps to help participants better prepare for a secure retirement. For those in the 50th percentile 

and below, projected income falls considerably short of retirement spending needs, according to the Vanguard report. To help 

bridge this gap, companies could create a streamlined enrollment process with minimal paperwork and consider adopting an auto- 

https://edworkforce.house.gov/uploadedfiles/09.19.23_letter_to_dol_re_ebsa_investigations.pdf
https://www.pionline.com/washington/house-republicans-press-dol-plan-sponsor-investigation-practices
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enrollment policy — a mandatory requirement for new workplace plans beginning in 2025, per the SECURE 2.0 Act — as well as 

auto-escalation features. And while the research shows that top earners appear to be better positioned for self-financing retirement, 

it’s vital for plan sponsors to focus on providing tailored solutions and financial education to ensure that all employees, regardless 

of income level, have a fighting chance at a comfortable retirement. 

 

Targeted education. Develop tailored financial education programs specifically for lower wage earners. Feature peer testimonials of 

those in a similar income bracket who've benefited from participating in the retirement plan. Offer easy-to-use tools like retirement 

calculators to help employees project their future needs and retirement income. 

 

Enhanced contribution options. Offer a more generous employer match and encourage workers age 50 and older to take 

advantage of catch-up contributions. And consider limiting the ability to take loans from retirement accounts to help ensure long-

term savings aren't disrupted. Introduce a separate, easily accessible emergency savings component within the retirement plan. 

 

Greater accessibility. Create multilingual resources aimed at all levels of financial literacy. Use gamification techniques and video 

content to enhance engagement and accessibility in retirement planning. 

 

Financial counseling. Offer one-on-one financial counseling sessions for employees, providing personalized advice to help 

participants make more informed investment and retirement planning decisions. Also provide counseling around hardship 

withdrawals to ensure participants understand the long-term implications, and offer resources on post-retirement financial 

management — including the efficient withdrawal of funds. Encourage annual retirement readiness reviews for all participants. 

 

Implementing these strategies can assist in bridging the retirement readiness gap for lower wage earners, helping ensure they 

have the opportunity to retire with greater financial security. 

 
Sources: 

https://corporate.vanguard.com/content/dam/corp/research/pdf/the_vanguard_retirement_outlook.pdf 

 

IRS and Security Summit Offer Online Safety Tips 

 

As National Cybersecurity Awareness Month wraps up and tax season approaches, the Internal Revenue Service and the Security 

Summit partners today reminded taxpayers, including families with children, to remain vigilant against potential online threats. 

 

Without proper online safety, thieves can potentially steal 

personal information. The IRS and its Security Summit 

partners encourage everyone to review resources 

available to them as October's National Cybersecurity 

Awareness Month concludes. 

 

Members of the Security Summit partner with the IRS to 

protect taxpayers from tax-related identity theft. The 

Summit includes members from the nation's private sector 

tax industry, including state tax administrators, software 

companies, tax professionals, the IRS and others who 

work together to safeguard taxpayers year-round. 

 

The IRS urges families to be aware of a variety of security vulnerabilities found via the web. Whether people are shopping online or 

browsing various social media sites, those less familiar with online security might put their personal information at risk from 

criminals. 

 

Online safety tips  

https://corporate.vanguard.com/content/dam/corp/research/pdf/the_vanguard_retirement_outlook.pdf
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In recognition of October's National Cybersecurity Awareness focus, here are some practices to help protect against cybersecurity 

attacks: 

• Recognize scams and report phishing. It's important to remember that the IRS does not use unsolicited email and social 

media to discuss personal tax issues, such as those involving tax refunds, payments or tax bills. 

• Protect personal information. Refrain from revealing too much personal information online. Birthdates, addresses, age and 

financial information, such as bank accounts and Social Security numbers, are among things that should not be shared 

freely. Encrypt sensitive files such as tax records stored on computers. 

• Use strong passwords. Consider using a password manager to store passwords. 

• Enable multi-factor authentication (MFA). Use this for extra security on online accounts. 

• Update computer and phone software. Enable automatic updates to install critical security updates. 

• Use security software. Such as anti-virus and firewall protections. 

• Use a VPN. Criminals can intercept personal information on insecure public Wi-Fi networks. Individuals are encouraged to 

always use a virtual private network when connecting to public Wi-Fi. 

 

Sources : 

https://www.irs.gov/newsroom/irs-and-security-summit-offer-online-safety-tips-during-national-cybersecurity-awareness-month 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Please access your retirement plan provider’s website or consult with your financial professional Rachael 

Holcomb at 865-999-5332 or by email at Rachael.holcomb@hip3.net.  

2280 Valley Vista Rd. Suite A, Knoxville, TN. 37932 

ACR# 6075245 11/23  
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Triad Hybrid Solutions LLC, a registered investment advisor.  Head Investment Partners and Triad Advisors, LLC are not affiliated. 
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